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1 Conformance Statement Overview 
Simpleware provides an image processing software environment for converting 3D scan data 
(MRI, CT, micro-CT, FIB-SEM...) into computational models. The application supports searching 
for and loading DICOM images from a local file system or remote file server. Anonymisation 
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1.3 Supported Image SOP Classes 

Name UID 
CT Image Storage 1.2.840.10008.5.1.4.1.1.2 
Enhanced CT Image Storage 1.2.840.10008.5.1.4.1.1.2.1 
MR Image Storage 1.2.840.10008.5.1.4.1.1.4 
Enhanced MR Image Storage 1.2.840.10008.5.1.4.1.1.4.1 
Secondary Capture Image Storage 1.2.840.10008.5.1.4.1.1.7 
NM Image Storage 1.2.840.10008.5.1.4.1.1.20 
Encapsulated STL Storage 1.2.840.10008.5.1.4.1.1.104.3 
Encapsulated OBJ Storage 1.2.840.10008.5.1.4.1.1.104.4 
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3 Introduction 
3.1 Audience 

This document is written for people who need to understand what types of DICOM files and 
services Simpleware is compatible with. This includes both those responsible for overall imaging 
network policy and architecture, as well as integrators who must have a detailed understanding 
of the DICOM features of Simpleware. This document contains some basic DICOM definitions so 
that any reader may understand how this product implements DICOM features. However, 
integrators are expected to fully understand all the DI
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Two Application Entities may also communicate with each other by exchanging media (such as 
a CD-R). Since there is no Association Negotiation possible, they both use a Media Application 
Profile that specifies "pre-negotiated" exchange media format, Abstract Syntax, and Transfer 
Syntax. 
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4.2 AE Specifications 

4.2.1 FIND – SCU 

4.2.1.1 SOP Classes 

This Application Entity provides Standard Conformance to the following SOP Class: 

SOP Class Name SOP Class UID SCU SCP 
Study Root Query/Retrieve Information Model - FIND 1.2.840.10008.5.1.4.1.2.2.1 Yes No 

4.2.1.2 Association Policies 

4.2.1.2.1 General 

FIND-SCU initiates but never accepts associations. 

4.2.1.2.2 Number of Associations 

Number of Associations as an Association Initiator for FIND – SCU: 

Maximum number of simultaneous associations 1 

4.2.1.2.3 Asynchronous Nature 

FIND-SCU will only allow a single outstanding operation on an Association. Therefore, FIND-SCU 
will not perform asynchronous operations window negotiation. 

4.2.1.2.4 Implementation Identifying Information 

Implementation Class UID 1.2.276.0.7230010.3.0.3.6.6 
Implementation Version Name OFFIS_DCMTK_366 

4.2.1.3 Association Initiation Policy 

FIND-SCU attempts to initiate a new association when the user performs the query action from 
the user interface. If this involves recursive queries for lower query levels in the hierarchy, 
these will be performed on the same association. 

4.2.1.3.1 Activity - Query Remote AE 

4.2.1.3.1.1 Description and Sequencing of Activities 

A single attempt will be made to query the remote AE. If the query fails, for whatever reason, 
no retry will be performed. 
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4.2.1.3.1.2 Proposed Presentation Contexts 

Presentation Context Table 
Abstract Syntax Transfer Syntax Role Extended 

Negotiation Name UID Name 
List 

UID List 

Study Root 
Query/Retrieve 
Information 
Model - FIND 

1.2.840.10008.5.1.4.1.2.2.1 Implicit 
VR Little 
Endian 

1.2.840.10008.1.2 SCU None 

Explicit 
VR Little 
Endian 

1.2.840.10008.1.2.1 

Explicit 
VR Big 
Endian 

1.2.840.10008.1.2.2 









 
 Page | 16  

4.2.3.3.1.2 Proposed Presentation Contexts 

Presentation Context Table 
Abstract Syntax Transfer Syntax Role Extended 

Negotiation Name UID Name List UID List 
See Table 4.2.3.1-1 See Table 4.2.3.1-1 Implicit VR 

Little 
Endian 

1.2.840.10008.1.2 SCU None 

Explicit VR 
Little 
Endian 

1.2.840.10008.1.2.1 

Explicit VR 
Big Endian 

1.2.840.10008.1.2.2 

4.2.3.3.1.3 SOP Specific Conformance 

4.2.3.3.1.3.1 SOP Specific Conformance for SOP Classes 

GET – SCU provides standard conformance to the supported C-GET SOP Classes. 

Only a single information model, Study Root, is supported. 

A retrieval will be performed at the STUDY level. 

4.2.3.4 Association Acceptance Policy 

GET-SCU does not accept associations. 

4.2.4 MOVE – SCU 

4.2.4.1 SOP Classes 

MOVE-SCU provide Standard Conformance to the following SOP Class: 

Name UID SCU SCP 
Study Root Query/Retrieve Information Model - MOVE 1.2.840.10008.5.1.4.1.2.2.2 Yes No 

4.2.4.2 Association Policies 

4.2.4.2.1 General 

MOVE-SCU initiates but never accepts associations. 

4.2.4.2.2 Number of Associations 

Maximum number of simultaneous associations 1 

4.2.4.2.3 Asynchronous Nature 

MOVE-SCU will only allow a single outstanding operation on an Association. Therefore, MOVE-
SCU will not perform asynchronous operations window negotiation. 

4.2.4.2.4 Implementation Identifying Information 

Implementation Class UID 1.2.276.0.7230010.3.0.3.6.6 
Implementation Version Name OFFIS_DCMTK_366 
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4.2.4.3 Association Initiation Policy 

MOVE – SCU attempts to initiate a new association when the user requests the study delivery 
from the user interface. 

4.2.4.3.1 Activity – Request File Delivery from AE 

4.2.4.3.1.1 Description and Sequencing of Activities 

For the study selected from the user interface to be delivered, a single attempt will be made to 
request it from the remote AE in question. If the request fails, for whatever reason, no retry will 
be performed. 

4.2.4.3.1.2 Proposed Presentation Contexts 

Presentation Context Table 
Abstract Syntax Transfer Syntax Role Extended 

Negotiation Name UID Name 
List 

UID List 

Study Root 
Query/Retrieve 
Information 
Model - MOVE 

1.2.840.10008.5.1.4.1.2.2.2 Implicit 
VR Little 
Endian 

1.2.840.10008.1.2 SCU None 

Explicit 
VR Little 
Endian 

1.2.840.10008.1.2.1 

Explicit 
VR Big 
Endian 

1.2.840.1008.1.2.2 

4.2.4.3.1.3 SOP Specific Conformance 

4.2.4.3.1.3.1 SOP Specific Conformance for SOP Classes 

MOVE – SCU provides standard conformance to the supported C-MOVE SOP Classes. 

Only a single information model, Study Root, is supported. 

A delivery request will be performed at the STUDY level. 

4.2.4.4 Association Acceptance Policy 

MOVE-SCU does not accept associations. 
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4.2.5 STORE – SCP 

4.2.5.1 Classes 

STORE-SCP provide Standard Conformance to the following SOP Classes: 

Name UID SCU SCP 
CT Image Storage 1.2.840.10008.5.1.4.1.1.2 No Yes 
Enhanced CT Image Storage 1.2.840.10008.5.1.4.1.1.2.1 No Yes 
MR Image Storage 1.2.840.10008.5.1.4.1.1.4 No Yes 
Enhanced MR Image Storage 1.2.840.10008.5.1.4.1.1.4.1 No Yes 
Secondary Capture Image Storage 1.2.840.10008.5.1.4.1.1.7 No Yes 
NM Image Storage 1.2.840.10008.5.1.4.1.1.20 No Yes 
Encapsulated STL Storage 1.2.840.10008.5.1.4.1.1.104.3 No Yes 
Encapsulated OBJ Storage 1.2.840.10008.5.1.4.1.1.104.4 No Yes 

4.2.5.2 Association Policies 

4.2.5.2.1 General 

STORE-SCP accepts but never initiates associations. 

4.2.5.2.2 Number of Associations 

Maximum number of simultaneous associations 
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4.2.5.3.1.2 Proposed Presentation Contexts 

Presentation Context Table 
Abstract Syntax Transfer Syntax Role Extended 

Negotiation Name UID Name List UID List 
See Table 4.2.5.1-1 See Table 4.2.5.1-1 Implicit VR 

Little Endian 
1.2.840.10008.1.2 SCP None 

Explicit VR 
Little Endian 

1.2.840.10008.1.2.1 

Explicit VR 
Big Endian 

1.2.840.10008.1.2.1 

4.2.5.3.1.3 SOP Specific Conformance 

4.2.5.3.1.3.1 SOP Specific Conformance to C-FIND SOP Classes 

STORE-SCP provides standard conformance to the Storage Service Class. 

4.2.6 MOVE – SCP 

4.2.6.1 Classes 

MOVE-SCP provide Standard conformance to the following SOP Classes: 

Name UID SCU SCP 
CT Image Storage 1.2.840.10008.5.1.4.1.1.2 No Yes 
Enhanced CT Image Storage 1.2.840.10008.5.1.4.1.1.2.1 No Yes 
MR Image Storage 1.2.840.10008.5.1.4.1.1.4 No Yes 
Enhanced MR Image Storage 1.2.840.10008.5.1.4.1.1.4.1 No Yes 
Secondary Capture Image Storage 1.2.840.10008.5.1.4.1.1.7 No Yes 
NM Image Storage 1.2.840.10008.5.1.4.1.1.20 No Yes 
Encapsulated STL Storage 1.2.840.10008.5.1.4.1.1.104.3 No Yes 
Encapsulated OBJ Storage 1.2.840.10008.5.1.4.1.1.104.4 No Yes 

4.2.6.2 Association Policies 

4.2.6.2.1 General 

MOVE-SCP initiates but never accepts associations. 

4.2.6.2.2 Number of Associations 

Maximum number of simultaneous associations 1 

4.2.6.2.3 Asynchronous Nature 

MOVE-SCP will only allow a single outstanding operation on an Association. Therefore, MOVE-
SCP will not perform asynchronous operations window negotiation. 

4.2.6.2.4 Implementation Identifying Information 

Implementation Class UID 1.2.276.0.7230010.3.0.3.6.6 
Implementation Version Name OFFIS_DCMTK_366 
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4.4.1 AE Title/Presentation Address Mapping 

The AE Title of the local application is configurable in the Simpleware preferences dialog and is 
shared by all the AEs listed in section 4.1 Implementation Model. The mapping of the logical 
name by which remote AEs are described in the user interface to presentation address 
(hostname or IP address and port number) is configurable in the preferences dialog. 

4.4.2 4.4.2 Parameters 

Parameter Configurable 
(Yes/No) 

Default Value 

General Parameters   
PDU Size No 16kB 
Time-out waiting for acceptance or rejection Response to 
an Association Open Request. (Application Level timeout) 

No 30 seconds 
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5 Media Interchange 
5.1 Implementation Model 

5.1.1 Application Data Flow Diagram 

 

5.1.2 Functional Definitions of AEs 

Simpleware provides media support as a File Set Reader. The user may select a series of single-
frame image files from a directory, or a multi-frame image file, to be loaded for display and 
further processing. The reading and display of the contents of DICOMDIR files is supported to 
help identify series for loading. 

5.1.3 Sequencing of Real-World Activities 

All FSR activities are sequentially initiated in the user interface or through commands in a script. 
Another activity may not be initiated until the prior activity has completed. 

5.2 AE Specifications 

5.2.1 Simpleware - Specification 

Application Profiles, Activities, and Roles for Simpleware 
Application Profiles Supported Real World Activity Role 
STD-GEN-CD Load directory or file 

Export DICOM series 
FSR 
FSU 

STD-GEN-DVD-RAM Load directory or file 
Export DICOM series 

FSR 
FSU 

STD-CTMR-CD Load directory or file 
Export DICOM series 

FSR 
FSU 

STD-CTMR-DVD Load directory or file 
Export DICOM series 

FSR 
FSU 

5.2.1.1 File Meta Information for Simpleware 

Simpleware will add the meta information to files on export as an FSU. 

5.2.1.2 Real World Activities 

5.2.1.2.1 Load Directory or File 

When the user selects the DICOM import operation, a wizard will be displayed allowing an 
operating system directory or a DICOMDIR file to be selected. Once selected, a browser will be 
displayed from which a DICOM series may be chosen and in turn imported into the software. 
The user can examine relevant DICOM elements prior to import. 

Storage 
Medium 
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5.2.1.2.2 Export DICOM Series 

When the user selects the DICOM export operation, a dialog will be displayed, from which 
options can be selected to export a range of slices, compress the files and anonymise the 
DICOM elements. The user can then select a destination to export a sequence of DICOM files. 

When file compression is specified the format will be lossless JPEG2000. 
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5.3 Augmented and Private Profiles 

5.3.1 Augmented Profiles 

None. 

5.3.2 Private Profiles 

None. 

5.4 Media Configuration 

None. 
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6 Support of Character Sets 
6.1 Overview 

Support extends to correctly decoding and displaying the correct symbols in the supported 
character sets for all strings read from DICOM files. 

No specific support for sorting of strings other than in the default character set is provided in 
the browsers. 

6.2 Character Sets 

Simpleware supports the following character sets: 

Character Set Description Defined Term 
Default repertoire n/a 
Latin alphabet No. 1 ISO_IR 100 
Latin alphabet No. 2 ISO_IR 101 
Latin alphabet No. 3 ISO_IR 109 
Latin alphabet No. 4 ISO_IR 110 
Cyrillic ISO_IR 144 
Arabic ISO_IR 127 
Greek ISO_IR 126 
Hebrew ISO_IR 138 
Latin alphabet No. 5 ISO_IR 148 
Japanese ISO_IR 13 
Thai ISO_IR 166 
Japanese (JIS X 0208: Kanji) 
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7 Security 
7.1 Security Profiles 

7.1.1 DICOM BCP195 TLS Secure Transport Connection Profile 

Secure communication is a mode of operation of Simpleware supported by the implementation 
of the DICOM BCP195 TLS Secure Transport Connection Profile. This functionality is used by 
network nodes that can authenticate each other before they can exchange any DICOM 
information. 

For secure communication, the TLS protocol v1.2 is used which provides message 
authentication, integrity, confidentiality and replay protection. 

Simpleware uses the following cipher suites: 

• TLS_DHE_RSA_WITH_AES_128_GCM_SHA256  

• TLS_ECDHE_RSA_WITH_AES_128_GCM_SHA256  

• TLS_DHE_RSA_WITH_AES_256_GCM_SHA384 

• TLS_ECDHE_RSA_WITH_AES_256_GCM_SHA384 

• TLS_RSA_WITH_AES_128_CBC_SHA 

• TLS_RSA_WITH_3DES_EDE_CBC_SHA 

(0x00, 0x9E) 

(0xC0, 0x2F) 

(0x00, 0x9F) 

(0xC0, 0x30) 

(0x00, 0x3C) 

(0x00, 0x0A) 

The BCP195 TLS Secure Transport Connection Profile is backward compatible with older 
security profiles. When Simpleware tries to establish a secure connection with a network node 
using an older security profile, the connection will fall back to using TLS protocol v1.1 or 1.0, in 
which case these cipher suites are used: 

• TLS_RSA_WITH_AES_128_CBC_SHA 

• TLS_RSA_WITH_3DES_EDE_CBC_SHA 

(0x00, 0x3C) 

(0x00, 0x0A) 

Simpleware supports X.509 certificates. Trusted certificates can only be read from the local 
machine trusted certificate stores. It is the responsibility of the user to setup and maintain 
certificate stores and trust chains. This includes the removal of revoked certificates and 
certificate updates prior to their expiration dates. In case of a security breach, the whole 
certificate chain will need to be replaced. 
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7.1.2.1.2 Inserted Dummy Values 

The following values are used as dummy values when an attribute needs to be replaced: 

Value Representation (VR) Dummy Value 
DA 10000101 
DT 10000101000000.000000 
TM 000000.000000 
LO Anonymised 
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8.3 Coded Terminology and Templates 

Not applicable. 

8.4 Grayscale Image Consistency 

Not applicable. 

8.5 Standard Extended/Specialized/Private SOP Classes 

None. 

8.6 Private Transfer Syntaxes 

None. 

  




